in essence, different models implement protection binding in
different levels of the data base and therefore can be viewed
as special cases of our four level model.

2. It shows that protection specifications and mechanisms can
be spread through different levels of a data base, and that
more than one protection mechanism can be used. This in
effect increases the security of the system. In particular,
storing protection specifications in the storage and access
levels may be advantageous in the future with dedicated
data base machines (Baum and Hsiao, 1976).

This ‘spreading’ will enable a designer to achieve decentralisa-
tion of protection mechanisms if desired. It is possible to
achieve decentralisation of control by having different people
responsible for protection at different levels. Another important
aspect of this model is that it can be used for investigating the
security engineering problems. For example, we can ask
questions such as: Which protection mechanism to use at each
level? How should the protection specifications be spread
between the levels ? Both cost estimates and security measures
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Book reviews

Compatible Fortran by A. Colin Day, 1979; 99 pages. (Cambridge
University Press, £5'95)

In many ways Compatible FORTRAN (CF) could be regarded as
Colin Day’s own personal FORTRAN standard. Why is CF
necessary when the 1966 and 1977 ANSI FORTRAN standards
have been produced for much the same purpose? Firstly, the two
ANSI standards are not completely compatible. Secondly, the stan-
dards are said to be ‘permissive’ and this leaves some parts open to
interpretation. Thirdly, and perhaps the most important reason, is
that many current FORTRAN processors (i.e. compilers, etc.) do
not conform to the standard.

Compatible FORTRAN highlights the way to write portable pro-
grams despite these difficulties. This is one of the few books available
that directly meet the great need for the teaching of programming
standards, which should accompany the teaching of programming
methods and design. The published ANSI standards are reference
documents, not teaching documents. Each of the restrictions in CF
which go beyond ANSI FORTRAN is well supported by the reasons
for it. The restrictions relate to such things as machine dependent
features, site dependent features, compiler implementation methods,
compiler errors, language extensions and obsolete features and are
based on Colin Day’s experience in transporting FORTRAN
programs. The major problem areas with transporting FORTRAN
programs are ‘character handling’ and ‘numerical precision’. The
recommended way of handling characters in CF is to convert each
character to a code number which can be manipulated by the arith-
metic facilities of FORTRAN. Some useful functions are listed to

assist the conversions. The recommendations for writing portable
numerical algorithms are scantily covered in 12 lines (and three
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references are given). More advice about portability techniques andz

functions to support them should have been described in the texts

to a similar level of detail as the character handling (i.e. ten pages),

without entering into the specnahsed subject of numerical analysis.
Overall Compatible FORTRAN is a carefully designed, practicalc
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language, capable of expressing solutions to most real life computingU

problems. It is the result of much scholarly attention to detail and
worthy of study by all who are faced with the immediate problem of
writing programs to run on several computers. It is also a good
introduction to the reasoning behind FORTRAN standards and
will help the reader who wishes to study ANSI standards, which is
where the long-term solutions to portability lie.

P. A. CLARKE (Harpenden)

Fundamentals of Digital Computers by D. D. Spencer, 1978; 311
pages. (Prentice-Hall, £7-25)

I was unable to find anything in this book that would warrant its
inclusion in a reading list. There are several errors in the text. The
section on the history of computing notes American achievements
only. New terms are introduced and then defined (if at all) several
pages later.

In a book that purports to give a basic understanding as a founda-
tion for further study, the lack of any form of bibliography is
astonishing.

D. B. JounsoN (Bromborough)
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